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CORE COMPETENCIES

0 Mission Assurance Baseline™ (MAB™):

/ — e TR Establishes a readiness and risk baseline

: o R aligned to NIST/FISMA to inform threat
T] SECURITY , models and compliance posture.
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7. % Operation Ready™ (OR™): Delivers
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Clawpoint Security Collective (CSC) delivers mission-centric scenario-driven briefings and analyst
cybersecurity solutions that align operations directly with simulations to validate readiness against
customer objectives. Our core methodologies ensure readiness, evolving threats.

validate capabilities, and transform threat noise into actionable,
mission-relevant intelligence. Through our innovation pipeline,
including the concept-stage Infinite View™ platform, CSC
reduces cognitive load, accelerates decision-making, and
enables continuous mission assurance. @®
We add value by integrating deep federal experience with

proven governance, risk, and compliance expertise, enabling our

clients to achieve faster accreditations, reduce operational risk,

and maximize mission outcomes. Our strengths include

delivering Authority to Operate (ATO)s on compressed

timelines, securing enterprise-scale environments, and PROVEN DIFFERENTIATORS

shaping national policy on AI. anfl cybersecurity. This « Seale: Directed SOC/NOC ops for 300,000+
blend of scale, depth, and policy influence sets CSC apart as
users; led 150-200 personnel at DTRA.

a trusted mission partner. : )
» Speed: Achieved 3 enclave ATOs in 9 months

g Adversary Signal™ (AS™): Normalizes
telemetry and fuses threat data to identify
and act on adversarial signals in real time.

Operator Enablement: Infinite View™
Transforms telemetry into clear insights,
enabling operators to act faster and with
confidence.

CORPORATE EXPERIENCE (2,300 controls).
* Risk Reduction: Secured 22,000 privileged
U.S. Navy « NMCI ¢ Air National Guard (ANG) ¢ U.S. accounts, reducing ~$4M annual exposure.
Holocaust Memorial Museum * NGEN ¢ U.S. Census Bureau » Efficiency: Cut response times from hours to
* DHS (CDM - PRIVMGMT) ¢« DTRA minutes; scaled data ingestion 50x.
* Policy Impact: Informed Sen. Warner’s
CORE CODES & FRAMEWORKS healthcare briefing and Maryland SB0818/
SB0981, aligning Al, policy and cybersecurity.
Primary NAICS Codes: 541519 - 541512 - 541330 - 541712 - 541511 * Innovation: Partnered with the JAIC to deploy
UEL: QMGUKY66ADS53 | CAGE: 8P5BS Al solutions, using ML to strengthen cyber
analytics.
Cybersecurity & Regulatory Frameworks  Compliance: Authored DHS CDM

Governance Plan for 22 components and 30

NIST RMF | NIST CSF | FISMA | CORA | CIS Controls | NSA CSFC | sub-agencies

ESM

Portal UNC Charlotte : will.smith@clawpointsecuritycollective.com

9319 Robert D. Snyder Rd csc_growth@clawpointsecuritycollective.com

Charlotte, NC 282 , g g www.clawpointsecuritycollective.com
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Core Service Areas

* Cybersecurity Assessments & Penetration Testing — Independent validation of
systems, applications, and networks to identify vulnerabilities and reduce risk.

* SOC/NOC Operations Support — Augmenting enterprise operations with experienced
analysts and operators to secure and maintain mission-critical environments.

» Zero Trust Architecture Implementation — Designing and deploying layered defenses
aligned with NIST and DoD ZTA standards.

* Identity & Access Management (IAM) — Building secure access ecosystems with least-
privilege enforcement and modern authentication.

* Policy, Compliance, & Governance Advisory — Driving mission-aligned compliance,
faster accreditations, and reduced operational drag.

* Workforce Development & Training — Scenario-based training and exercises to
improve operator readiness and organizational resilience.

Innovation Frameworks Strategic Partnerships & Vehicles
* Mission Assurance Baseline™ (MAB™): * UNC Charlotte PORTAL: Innovation and research

Establishes organizational readiness benchmarks. collaboration.

* Operation Ready™ (OR™): Delivers immersive, * Dakota State Applied Research Corp (DARC): Applied
cybersecurity research and technical acceleration.

* DataCraft Collective: AI/ML and backend engineering
support for Infinite View development.

* Tribal 8(a) & Alaskan Native 8(a) Partnerships: Expand
delivery capacity and provide streamlined federal access.

* Contract Vehicles: GSA MAS HACSIN and aligned
federal vehicles, enabling rapid acquisition and delivery.

scenario-driven training and validation.
* Adversary Signal™ (AS™): Normalizes telemetry
and fuses threat intelligence into real-time insights.
* Infinite View™: A concept-stage Al platform to
reduce cognitive load and accelerate decision-
making.
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